
This Notice describes how medical 
information about you may be used and 
disclosed and how you can get access to this 
information. Please review it carefully. 

ARUP Laboratories Employee Health Care 
Benefits Plan (“the Plan”) is committed to 
protecting the confidentiality of your medical 
and health information (“protected health 
information”) as described in this notice 
and maintains the privacy of your protected 
health information as required by law. We 
have provided this notice to you to describe 
the way we may use and share your protected 
health information. This notice describes our 
privacy practices relating to protected health 
information, including how we may use your 
protected health information within ARUP 
and how under certain circumstances we may 
disclose it to others outside ARUP. This notice 
also describes the rights you have concerning 
your own protected health information. Please 
review it carefully. If you have questions about 
any part of this privacy notice, or if you want 
more information about the privacy practices of 
the Plan, please contact the privacy officer listed 
at the end of this notice. 

USES AND DISCLOSURES OF  
PROTECTED HEALTH INFORMATION 
PERMITTED BY LAW 
The law permits us to use your protected 
health information for treating you and billing 
for services and healthcare operations, as 
explained below. Certain types of protected 
health information have additional protection 
under state or federal law. For example, 
information about genetic testing and mental 
health treatment or conditions may have added 
protection. To disclose this type of information 
to others, ARUP is required to get your 
authorization as described below.  

Your protected health information may be used 
and disclosed only for the following purposes: 

FOR COMMUNICATION WITH 
INSURANCE COMPANIES: The Plan 
provides medical benefits to you in part 
through insurance companies. The Plan may 
communicate with these insurance companies to 
assist you in resolving claims or coverage issues. 
The Plan also may communicate with these 
insurance companies to assist you in resolving 
claims or coverage issues. The Plan may also 
communicate with these insurance companies 
to administer the self-insured portion of the 
Plan. You should review the Notices of Privacy 
Practices sent by such insurance companies to see 
how each of them will handle your information. 

FOR TREATMENT: We may use your protected 
health information to provide you with medical 
treatment and other services. We may also 
disclose your protected health information to 
others who need information to treat you, such 
as doctors, physician assistants, nurses, medical 
and nursing students, technicians, therapists, 
emergency service and medical transportation 
providers, medical equipment providers, and 
others involved in your care. For example, we 
will allow your physician to have access to your 
laboratory results to assist in your treatment and 
for follow-up care.

FOR PAYMENT: We may use and disclose 
your protected health information to get paid 
for the medical services and supplies we provide 
to you. For example, your health plan or health 
insurance company may ask to see parts of  
your medical record before they will pay us for 
your treatment. 

FOR PLAN OPERATIONS: We may use and 
disclose your protected health information to 
assist us with administering the Plan. We may 
use your medical information for instances 
which include patient and internal education, 
administration, planning, and other various 
activities that improve the quality of care we 
provide to patients. We may disclose protected 
health information to outside companies to 
support administrative functions, such as data 
analysis or accounting or legal services, but 
we will only do so after they have signed an 
agreement stating that they will abide by our 
privacy policy. 

TO BUSINESS ASSOCIATES: We may 
provide your protected health information to 
other companies or individuals that need the 
information to provide services for us. These 
other entities, known as “business associates,” are 
required to maintain the privacy and security of 
protected health information. For example, we 
may provide information to companies that assist 
us with billing of our services. 

TO FAMILY MEMBERS AND OTHERS 
INVOLVED IN YOUR CARE: We may 
disclose your protected health information, 
unless prohibited by applicable federal or state 
law, to a family member, another relative, a close 
personal friend, a person identified by you who 
is involved in your medical care, or someone 
who helps pay for your care. If you do not want 
us to disclose your protected health information 
to family members or others, please contact 
ARUP’s privacy officer, as provided below.

FOR RESEARCH: We may use or disclose 
your protected health information without your 
consent or authorization for research projects, 
such as studying the effectiveness of a treatment 
you received, if an institutional review board 
approves a waiver of authorization for disclosure. 
These research projects must go through a special 
process that protects the confidentiality of your 
protected health information. 

AS REQUIRED BY LAW: Federal, state, or 
local laws sometimes require us to disclose 
protected health information. For instance, we 
are required to report child abuse or neglect 
and must provide certain information to law 
enforcement officials in domestic violence cases. 
We also are required to give information to the 
State Workers’ Compensation Program for work-
related injuries. 

FOR PUBLIC HEALTH ACTIVITIES: We 
may use and disclose certain protected health 
information for public health purposes, such 
as preventing or lessening a serious and/
or imminent threat to an individual’s or the 
public’s health or safety. For instance, a positive 
communicable disease test result may be reported 
to the state health department. We may also 
report information to your employer as required 
under laws addressing work-related illness and 
injuries or workplace medical surveillance. We 
also may need to report patient problems with 
medications or medical products to the Food and 
Drug Administration (FDA).

FOR PUBLIC HEALTH OR SAFETY: In 
limited circumstances, we may disclose protected 
health information to prevent or lessen a serious 
and/or imminent threat to an individual’s or the 
public’s health or safety. 

TO LAW ENFORCEMENT OFFICIALS: We 
may disclose protected health information to 
law enforcement officials as required by law or 
in compliance with a search warrant, subpoena, 
or court order. We also may disclose protected 
health information to assist law enforcement 
officials in identifying or locating a person, to 
prosecute a crime of violence, to report deaths 
that may have resulted from criminal conduct, 
and to report criminal conduct at ARUP. 

FOR MILITARY, VETERANS, NATIONAL 
SECURITY, AND OTHER GOVERNMENT 
PURPOSES: If you are a member of the armed 
forces, we may release your protected health 
information as required by military command 
authorities or to the Department of Veterans 
Affairs. We may also disclose protected health 
information to federal officials for intelligence 
and national security purposes, or for 
Presidential Protective Services. 

FOR JUDICIAL PROCEEDINGS: We may 
disclose your protected health information if we 
are ordered to do so by a court or if we receive a 
subpoena or a search warrant. 

FOR HEALTH OVERSIGHT ACTIVITIES: 
We may disclose protected health information 
to a government agency that oversees the Plan or 
its personnel, such as the College of American 
Pathologists (CAP), the federal agency that 
oversees Medicaid and Medicare (CMS), the 
Food and Drug Administration (FDA), and the 

United States Department of Labor to ensure 
compliance with state and federal laws. 

FOR INFORMATION WITH ADDITIONAL 
PROTECTION: Certain types of protected 
health information have additional protection 
under state or federal law. For instance, 
communicable disease and HIV/AIDS, drug 
and alcohol abuse treatment, and genetic 
testing information are treated differently than 
other types of medical information. In certain 
circumstances, we would be required to  
get your permission before disclosure of this 
special information 

TO CORONERS, MEDICAL EXAMINERS, 
AND FUNERAL DIRECTORS: We may 
disclose protected health information 
concerning deceased patients to coroners, 
medical examiners, and funeral directors to assist 
them in carrying out their duties. 

FOR ORGAN AND TISSUE DONATION: 
We may disclose protected health information to 
organizations that facilitate organ, eye, or tissue 
donation or transplantation. 

TO ARUP LABORATORIES: ARUP 
Laboratories is the sponsor to the Plan. Only 
designated ARUP employees in the Human 
Services Department, Corporate Compliance 
Office, and the Office of General Counsel will 
have access to medical information to perform 
functions necessary to assist in administering 
the Plan. In certain circumstances, the Director 
of Laboratories will also have access to medical 
information to perform functions necessary to 
assist in administering the Plan.

USES AND DISCLOSURES WITH YOUR 
AUTHORIZATION 
The Plan cannot use your protected health 
information for anything other than the 
reasons mentioned above, without your signed 
“Authorization.” An Authorization is a written 
document signed by you, giving us permission 
to use or disclose your protected health 
information for the purposes you specifically set 
forth in the Authorization. You may revoke the 
Authorization at any time by delivering a written 
statement to the Plan privacy officer identified 
below. If you revoke your Authorization, 
the Plan will no longer use or disclose your 
protected health information as permitted by 
your Authorization. However, your revocation 
of Authorization will not reverse the use or 
disclosure of your protected health information 
made while your Authorization was in effect. 

YOUR INDIVIDUAL RIGHTS 
RIGHT TO REQUEST YOUR PROTECTED 
HEALTH INFORMATION: You have the right 
to access your protected health information. 
You must make the request for such protected 
health information in writing or by calling the 
Family Health Clinic at (801) 584-5144. A 
notarized authorization form will be required and 
is available here: Patient Access Authorization 
Form. Within thirty (30) days after our receipt 
of your request you will receive a copy of the 
protected health information unless an exception 
applies. Exceptions include if the access is 
reasonably likely to endanger the life or physical 
safety of you or another person as determined by 
a licensed health care professional. If the results 
cannot be produced within the thirty days, you 
will be notified by mail. 

To request the forwarding of your protected 
health information to your healthcare provider, 
write to the Plan’s privacy officer as set forth 
below. We may charge a fee for the costs of 
copying, mailing, or other supplies associated 
with your request, but we will let you know about 
the fee in advance. 

RIGHT TO REQUEST AMENDMENT OF 
PROTECTED HEALTH INFORMATION 
YOU BELIEVE IS ERRONEOUS OR 
INCOMPLETE: If you examine your protected 
health information and believe that some of 
the information is wrong or incomplete, you 
may ask us to amend your record. We will 
comply with your request unless we are not the 
originator of the information or we believe that 
the information you request to be amended is 
accurate and complete or special circumstances 

apply. To ask us to amend your protected health 
information, write to the Plan’s privacy officer as 
set forth below. 

RIGHT TO RECEIVE AN ACCOUNTING 
OF DISCLOSURES OF YOUR PROTECTED 
HEALTH INFORMATION: You have the right 
to request a list of certain disclosures we make of 
your protected health information. Under the 
law, this does not include disclosures made for 
purposes of treatment, payment, or healthcare 
operations or certain other purposes. If you 
would like to receive such a list, write to the 
Plan’s privacy officer as provided below. Your 
request must state a time period desired for the 
accounting, which must be within the past six 
years. We will provide the first list to you free of 
charge, but we may charge you for any additional 
lists you request during the same 12-month 
period. We will tell you in advance what this list 
will cost, at which time you may withdraw or 
modify your request.

RIGHT TO REQUEST RESTRICTIONS 
ON HOW THE PLAN WILL USE OR 
DISCLOSE YOUR PROTECTED HEALTH 
INFORMATION FOR TREATMENT, 
PAYMENT, OR HEALTHCARE 
OPERATIONS: You have the right to request us 
not to make uses or disclosures of your protected 
health information to treat you, to seek payment 
for care, or to operate our laboratories. We will 
consider your requests carefully, but we are not 
required to agree to your requested restriction. If 
you want to request a restriction, submit  
your request in writing to the Plan’s privacy 
officer and describe your request in detail. The 
Plan’s privacy officer will reply within 30 days of 
receiving your request. 

RIGHT TO REQUEST SPECIAL 
COMMUNICATIONS: You have the right 
to ask us to communicate your protected 
health information by alternative means of 
communication or at alternative locations. For 
example, you can ask us not to call your home but 
to communicate with you only by mail. To make 
such a request, write to the Plan’s privacy officer. 

RIGHT TO RECEIVE A PAPER COPY OF 
THIS NOTICE: If you have received this notice 
electronically, you have the right to a paper copy 
at any time. You may download or print a paper 
copy of the notice or you can request a paper copy 
by calling or writing to the Plan’s privacy officer. 

CHANGES TO THIS NOTICE 
From time to time, we may change our practices 
concerning how we use or disclose protected 
health information or how we will implement 
patient rights concerning such information. We 
reserve the right to change this notice and to 
make the provisions in our new notice effective 
for all protected health information we maintain. 
If we change these practices, we will publish a 
revised notice. You can receive a copy of our 
current notice at any time by downloading or 
printing a paper copy of the notice or by calling or 
writing to the Plan’s privacy officer. 

QUESTIONS, CONCERNS, OR 
COMPLAINTS 
If you have any questions about this notice  
or have further questions about how the Plan 
may use and disclose your protected health 
information, please contact the health plan 
privacy officer as set forth below. We welcome 
your feedback regarding any problems or  
concerns you have with your privacy rights or  
how the Plan uses or discloses your protected 
health information. 

ARUP Health Plan Privacy Officer 
500 Chipeta Way MS241, 
Salt Lake City, Utah 84108-1221 
(800) 242-2787, ext. 2063
privacy@aruplab.com

Contact the HIPAA Hotline

If ARUP cannot resolve your concern or 
complaint, you may also file a complaint with 
the federal government. We will not penalize 
you or retaliate against you in any way for filing a 
complaint. 
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